Section 100

Procedure for applying for a discretionary reduction
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100.0 Procedure for an application to the authority for a reduction
under section 13A(1)(c) of the 1992 Act®

100.1 An application to the authority for a reduction under section 13A(1)(c)
of the 1992 Act may be made;

(@)
(b)

(©)

in writing,

by means of an electronic communication in accordance this
scheme or

where the authority has published a telephone number for the
purpose of receiving such applications, by telephone.

100.2 Where,;

(@)

(b)

the authority has made a determination under section 13A(1)(c)
in relation to a class of case in which liability is to be reduced;
and

a person in that class would otherwise be entitled to a reduction
under its scheme, that person’s application for a reduction

under the authority’s scheme may also be treated as an
application for a reduction under section 13A(1)(c).
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Section 101 - 106 A%

Electronic Communication
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101.0
101.1

102.0

102.1

Interpretation

In this Part;

“information” includes an application, a certificate, notice or other
evidence; and

“official computer system” means a computer system maintained by
or on behalf of an authority for sending, receiving, processing or
storing of any information.

Conditions for the use of electronic communication

The authority may use an electronic communication in connection with
applications for, and awards of, reductions under its scheme.

102.2 A person other than the authority may use an electronic

102.3

102.4

communication in connection with the matters referred to in sub-
paragraph (1) if the conditions specified in sub-paragraphs (3) to (6)
are satisfied.

The first condition is that the person is for the time being permitted to
use an electronic communication by an authorisation given by means
of a direction of the Chief Executive of the authority.

The second condition is that the person uses an approved method of;

(a) authenticating the identity of the sender of the communication;

(b)  electronic communication;

(c) authenticating any application or notice delivered by means of
an electronic communication; and

(d)  subjectto sub-paragraph (7), submitting to the authority any
information.

102.5 The third condition is that any information sent by means of an

102.6

102.7

102.8

electronic communication is in a form approved for the purposes.

The fourth condition is that the person maintains such records in
written or electronic form as may be specified in a direction given by
the Chief Executive of the authority.

Where the person uses any method other than the method approved
of submitting any information, that information is to be treated as not
having been submitted.

In this paragraph “approved” means approved by means of a direction
given by the Chief Executive of the authority for the purposes of this
section.




103.0 Use of intermediaries

103.1

104.0

104 .1

104.2

104.3

105.0

1051

106.0

106.1

The authority may use intermediaries in connection with;

(@) the delivery of any information by means of an electronic
communication; and

(b) the authentication or security of anything transmitted by such
means,

and may require other persons to use intermediaries in connection
with those matters.

Effect of delivering information by means of electronic
communication

Any information which is delivered by means of an electronic
communication is to be treated as having been delivered in the
manner or form required by any provision of an authority’s scheme on
the day the conditions imposed:;

(a) by this section; and

(b) by or under an enactment,

are satisfied.

The authority may determine that any information is to be treated as
delivered on a different day (whether earlier or later) from the day
provided for in sub-paragraph (1).

Information may not be taken to have been delivered to an official
computer system by means of an electronic communication unless it is
accepted by the system to which it is delivered.

Proof of identity of sender or recipient of information

If it is necessary to prove, for the purpose of any legal proceedings,
the identity of—

(a) the sender of any information delivered by means of an electronic
communication to an official computer system; or

(b) the recipient of any such information delivered by means of an
electronic communication from an official computer system,

the sender or recipient, as the case may be, is to be presumed to be
the person whose name is recorded as such on that official computer
system.

Proof of delivery of information

If it is necessary to prove, for the purpose of any legal proceedings,
that the use of an electronic communication has resulted in the
delivery of any information this is presumed to have been the case
where;

(a) any such information has been delivered to the relevant authority, if
the delivery of that information has been recorded on an official
computer system; or
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106.2

106.3

(b) any such information has been delivered by the relevant authority,
if the delivery of that information has been recorded on an official
computer system.

If it is necessary to prove, for the purpose of any legal proceedings,
that the use of an electronic communication has resulted in the
delivery of any such information, this is presumed not to be the case,
if that information delivered to the relevant authority has not been
recorded on an official computer system.

If it is necessary to prove, for the purpose of any legal proceedings,
when any such information sent by means of an electronic
communication has been received, the time and date of receipt is
presumed to be that recorded on an official computer system.

106A.0 Proof of content of information

106A.1 If it is necessary to prove, for the purpose of any legal proceedings,

the content of any information sent by means of an electronic
communication, the content is presumed to be that recorded on an
official computer system.
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Section 107

Counter Fraud and Compliance
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107.0 Counter Fraud and compliance

107.1 In order to protect the finances of the authority and also in the interests
of all council taxpayers, the authority will undertake such actions as
allowed by law to;

a. Prevent and detect fraudulent claims and actions in respect of
Council tax reduction;

b. Carry out investigations fairly, professionally and in accordance
with the law; and

c. Ensure that sanctions are applied in appropriate cases

107.2The authority believes that it is important to minimise the
opportunity for fraud and,
a. willimplement rigorous procedures for the verification of claims
for council tax reduction;
b. will employ sufficient Officers to fulfil the authority’s commitment
to combat fraud;
c. will actively tackle fraud where it occurs in accordance with this

scheme;
d. will co-operate with the Department for Work and Pensions

(DWP), Her Majesty’s Revenues and Customs and take part in

joint working including prosecutions; and
e. willin all cases seek to recover all outstanding council tax.

107.3 The authority shall put into place such administrative policies,
procedures and processes as are necessary to ensure that the actions
outlined within paragraph 107.1 and 107.2 can be carried out
successfully
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